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SecuryzrTM provides a complete set of technologies to make your design attack-resilient:

PROTECT
COMPLETE EMBEDDED SECURITY SYSTEM SOLUTION

SECURYZRTM iSE

The ultimate combination of  
Secure-IC’s core technologies and 
expertise results in SecuryzrTM iSE. 
SecuryzrTM iSE provides a complete 
range of security features while 
addressing all the state-of-the-art 
threats against embedded systems. 
SecuryzrTM iSE is customized according 
to the specific requirements of each 
market and each client.

SECURITY IPs

Secure-IC provides individual silicon 
security IPs to provide SoC with 
protection solutions against state-of-
the-art remote and physical attacks. 
This includes cryptographic IPs, root-of-
trust and reverse engineering protection 
IPs, protection against physical attacks, 
as well as innovative technologies such 
as Artificial Intelligence for security 
monitoring and CPU cybersecurity IPs.

SOFTWARE SOLUTIONS

Secure-IC provides value-added 
software solutions to secure 
applications in various markets.  
This includes cryptographic libraries, 
upper layer protocol engines and 
secure communications libraries. 
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Driven by a unique approach called PESC (Protect, Evaluate, Service & Certify), Secure-IC positions itself as 
a partner to support its clients throughout and beyond the IC design process from security requirements 
to certified solutions in providing them with best-of-breed, end-to-end cybersecurity solutions for 
embedded systems and cloud connected objects.

OUR VISION
ONE DAY, SECURITY WILL BE WORTH 
MORE THAN DEVICES

Going forward, there will be more and more 
interconnected devices or objects in various 
market verticals, this is what we call the 
Internet of Things or Internet of Everything. 
All those objects being interconnected to the 

cloud, each and every object could be a threat for the whole 
network. Therefore, the security of the objects or the devices and 
their lifecycle management are key.



ALL THE SECURITY YOU NEED IS INCLUDED  
IN A UNIQUE PRODUCT

A COMBINATION OF CUSTOMIZABLE AND ROBUST SECURITY IPS 
TO ADDRESS A LARGE PANEL OF THREATS
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Example of command: decryptAES("ECB", "KEY1", S@, SIZE, D@)
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Tailored SecuryzrTM

SECURE- IC ’S EXPERIENCE
- 1 Billion+ IP per quarter
- 100+ customers worldwide
- Silicon-proven with the thinnest technology nodes:

 TSMC, GF, Samsung, SMIC, HH GRACE, ST, UMC, MAGNACHIPS
 130nm, 65nm, 55nm, 40nm, 28nm, 16nm, 12nm, 10nm, 7nm, 5 nm

- Embedded in multi-certified products:
CMVP (FIPS 140-2), Common Criteria up to EAL5+, OSCCA, BCTC and more.




