Our mission is to help every person and every
organization have secure access to the information
they want in commmunication networks through an easy
and secure identity authentication process. To find out
more about the revolutionary potential of swiDch for
you and your business, get in touch today. We look
forward to speaking with you.

sw:dch

Get in touch

Email: info@swidch.com

swiDch Ltd, Office 163, Ist Floor,
3 More London Riverside,
London, SE1 2RE

www.swidch.com

Discover the power of “IWe create authentication

technology for every digital identity
.
swicch
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in daily life, business, even in the
off-the-network environment.”

More secure and accurate authentication & identification




EaSier more secure Our vision is to utilise our authentication
! technology, OTAC to become the “oxygen’

authentication in dall\l in the IT environment the world over.

life and business

swlDch is an authentication technology startup.

We are committed to bringing secure
authentication to every digital identity even
in the off-the-network environment.

Since its establishment in December 2018, swilDch has been recognized for its
breakthrough technology and rapid growth through various Accelerator
programmes and global awards organised by global organisations as well as
the UK. Initially launched through GEP from UK government's Department for
International Trade (DIT) and LORCA from UK government's Department for
Culture, Media and Sport (DCMS), swilDch has experienced remarkable
growth. OTAC (One-Time Authentication Code) technology developed by
swliDch has already been provided to over 50 clients and is developing
business models with organisations in a variety of industries.

We are driven by one vision: to utilise our authentication technology, OTAC
to become the “oxygen” in the IT environment over the world. swilDch's
disruptive technology enables secure authentication for everyone, from
any device, and from anywhere, while giving people full control of their
digital identity.

Our mission is to help every person and every organization have secure
access to the information they want in communication networks through
an easy and secure identity authentication process.

Our authentication technology guarantees trustworthy access anywhere _ SN .
in the world, regardless of network connection. We prove that ' T ;A LR
authentication is not a difficult technology, but a secure transport that ; ; ; -
leads to the desired information.

SSenStone is the parent company of swiDch, SsenSt.ne

L . Simple & Sensible Stone
proving its technological prowess and growth SimpledSenshieione

potential by taking first place with the best score

in the "Baby Unicorn 200 project" of the Ministry of SMEs and Startups, Republic of Korea.
Consisting of cybersecurity experts with over 10 years of experience, SSenStone continues to
research and develop technologies that provide safer and more convenient identification

and authentication between humans and devices or devices and devices in a rapidly — £ e R e s ',_,

changing ICT environment. For further information, please visit the official website of
SSenStone: www.ssenstone.com/eng/
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The problem Our solution

What we face

A cyber-attack takes place somewhere around the
world once every 39 seconds. As a result, there were
8 billion pieces of sensitive personal information
being leaked to the market in 2019. These all cost
the global economy a staggering $2.9M every
minute in 2020. But WHY does this happen?

the
traditional

Risk of static information authenticatit

methods in daily
Card numbers, ID, password, and PINs which we use every day life and

are great examples of static information used as authentication business.
credentials. As the world becomes more connected, using static

information for authentication carries with it a huge vulnerability

allowing cyber crimes such as identity theft, card-not-present

fraud, and hijacking to take place.

authentication
system with
OTAC*

- whole
into a strong . s
. authentication
integrated
system to

be easier and
more secure.

.
...................................

Complex authentication process

OTP, which is widely used for secure identity authentication,
cannot perform user authentication alone, so an initial
authentication step (usually ID and password) is required. Since
you must go through more than one authentication step, this What we offer
adds to the complexity for users.

Network connection distress

In locations with poor network, it is very difficult to force the use
of a communication network to authenticate. The token method
is used in numerous authentication environments and has
become one of the most common ways of performing secure
authentication. This is limited due to the reliance of connectivity
between a user, a server and a TSP. It also only operates in an
environment controlled by a central server.

?

Unlimited scalability .
& flexibility 888

new business
opportunities in
the consumer
ecosystem.

(N Strong security g Scalability and flexibility
seamless Integration

Incredible cost saving



Solutions & Use Cases

swiDch's OTAC technology enhances the power of
the most advanced identification and access
Mmanagement methods providing a hyper secure
single step solution across multiple industries.

Even in a critical digital environment, the OTAC algorithm
benefits businesses by increasing efficiency, reducing costs,
and improving user experience (UX) whilst providing the
highest level of cyber security.




The problem

What we face

As many organisations start implementing and adopting
technology to enable digital transformation, the number
of websites and services that require personal information
have increased exponentially. However, security in regards
to personal information is far from sufficient. Most users
still prefer using the same ID and password in traditional
ID and password input systems. Once this personal
information is leaked, it can be used as a master key login
to access multiple websites and services.

Password leak

Leakage of personal information can be obtained by hackers
with ease, resulting in irreparable damage to individuals and
service providers across multiple industries.

Password reuse

Users are using the same password for multiple online
accounts leaving them vulnerable to account theft and
further incidents.

Reset password

To create a secure password, users adopt difficult passwords
which can be easily forgotten. The users' repetitive and
unproductive approach to password creation often results in
significant opportunity costs.

Easier, faster, and more secure
authentication for all business
and everyday needs!

swiDch Auth SDK



Looking to the future

Innovation, Experience, Creation

Our long-term commitment to innovation provides our customers with
unprecedented experiences. We want our customers to deploy authentication
technology not only to sell products or services, but to develop entirely new
products and services.

Worldwide channel

We are not limited to a specific country or continent, but serve as a secure access
channel to all products and services around the world. Whether it's a
technologically advanced country or a country with insufficient infrastructure, our
technology will be present in all products and services that require authentication

Human-to-Human, Human-to-Object, Communication

If electricity has become the catalyst for human night-time activities, our
technology will revolutionize fraud-free human-to-human, human-to-object, and
object-to-object communication. Our technology advances a new era where
people, free from the threat of fraud, can embrace new challenges and explore
new opportunities.
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