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unicomUnicom is a group of companies, focused on system integration, software
development, cloud cybersecurity services and IT distribution, nurturing a culture of
innovation and people development. The main customer segments of the company
are telco, government, finance and corporate sectors. The strongest expertise is on
cybersecurity, network and IT infrastructure, analytics solutions and product
development. The IP portfolio includes: UniTF Cybersecurity Management Platform
(SIEM & UEBA), Mobile device and parental control solution, Carrier-grade lawful
session tracking, Consent and privacy management. Unicom operates a CERT and
Security Operation Center and provides cloud based and operational security services.

About Unicom

Swift implementation - The service is ready
for implementation immediately after the
activation. Everything - teams, technologies
and procedures ready to be deployed

Carefully tailored and packed service – with
the best ingredients (but… we are offering
also custom advanced services)

The Scrubbing center approach™ – total
outsourcing service, taking the responsibility
and all the headache from the customer

Cybersecurity is our core business –
the upmost priority is the safety of the
customer’s data

The services includes all – peoples,
technologies and procedures.

Strictly defined Service Level
Agreements (SLA) guarantee
protection

NETWORK
SECURITY
Protects the

employees and the
organization from
all web related

attacks

EMAIL SECURITY
Protects the

employees and the
organization from
all email related
attacks - from

malwares to scams

APPLICATION
PROTECTION
Protects web
applications,

services and all the
related

infrastructure

ENDPOINT
DETECTION AND

RESPONSE
Protects

workstations and
servers from

advanced threats
and provides

efficient incident
response

INFRASTRUCTURE
PROTECTION
Protects the

infrastructure on
which all the
“digital” relies

INFORMATION
PROTECTION

Protects
information misuse
and data leakage

focusing on
employees

accidental actions
and malicious

activities

PHISH AWARE
Patches the people
against phishing -
continuous and

effective awareness
building

PEN EXPRESS
Quick and effective

assessment to
measure all the
relevant risks

SOC SERVICES
SIEM Delivery

SIEM Management
Monitoring & Detection
Incident Response
Blended Services

UNIRED SERVICES
Vulnerability Assessment
Vulnerability Management

External infrastructure pentest
Internal infrastructure pentest

PurpleTest / Adversary Emulation
Endpoint Risk Assessment

Web Application Assessment
Mobile Application Assessment
Social Engineering CampaignsPowered by

The Digital Security Service portfolio consists of prepacked services which target all the
common cybersecurity threats. The services are goal oriented offering all the required
protection mechanisms for specific fields. E.g. the Application protection service provides all
the required technologies to safeguard the web applications - volumetric and application
DDoS protection, IPS, Web Application Firewall (WAF) and Advanced Threat protection for the
server. Along with the leading technological solutions, the building blocks of the services are
the SOC teams guided by efficient procedures. Beside the prepacked services we are offering
different custom services - operational (SOC) and professional (UNIRED) services.
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